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ABSTRAK

Febrina Diponegoro. 201910225023. implementasi algoritma ’gradient boosting
untuk mendeteksi link phishing berbasis website. Universitas Bhayangkara
Jakarta Raya. 2023.

Terdapat kerugian yang sangat tinggi dikalangan masyarakat maupun pemsal}aan
yang merupakan dampak dari kejahatan phishing. Hal ini terjadi karena tidak
adanya pengetahuan serta rasa kewaspadaan masyarakat atau pegawal perusahaan
khususnya bank untuk menganalisa, menghindari dan mengidentifikasi link-link
anomali yang mereka dapat dari media informasi manapun. Pada penelitian ini,
dilakukan implementasi algoritma Gradient Boosting untuk mendeteksi /link
 phishing berbasis website. Phishing merupakan salah satu metode serangan siber
yang berbahaya, di mana penyerang mencoba untuk menipu pengguna dengan
menyajikan tautan palsu yang meniru situs web resmi untuk mencuri informasi
sensitif pengguna. Tujuan dari penelitian ini adalah untuk mengembangkan
ouah aplikasi web menggunakan Flask, sebuah framework web Python, untuk
k %pakap sebuah URL aman atau tidak aman berdasarkan ekstraksi fitur
-ris‘e_bu,'t. Penelitian ini memberikan kontribusi dalam pengembangan

.f.

ksi p \.?hing yang efektif dan dapat diimplementasikan dalam aplikasi
pa g dihasilkan dari implementasi algoritma Gradient Boosting dapat
ebagai salah satu langkah pencegahan dalam melindungi pengguna
n keamanan siber yang serius dan melindungi informasi sensitif dari
‘ihak"yang tidak bertanggung jawab.

.li%ebsite, Gradient BoostingBank
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ABSTRACT

Febrina Diponegoro. 201910225023. implementation of gradient boosting
algorithm to detect website-based phishing links. Jakarta Bhayangkara University.
2023.

There are very high losses among the public and companies which are the impact
of phishing crimes. This happens due to the lack of knowledge and a sense of
alertness by the public or company employees, especially banks, to analyze, avoid
and identify anomalous links that they get from any media information. In this study,
the implementation of the Gradient Boosting algorithm was carried out to detect
phishing web-based links. Phishing is one of the most dangerous cyberattack
methods, in which attackers try to deceive users by serving fake links that mimic
legitimate websites to steal sensitive user information. The aim of this research is
to develop a web application using Flask, a Python web framework, to check
whether a URL is safe or insecure based on feature extraction from the link. This
research contributes to the development of effective phishing detection solutions
that can be implemented in web applications. The model resulting from the
implementation of the Gradient Boosting algorithm can be used as a preventive
measure in protecting users from serious cybersecurity threats and protecting
sensitive information from theft by irresponsible parties.

Keywords: Phishing, Websites, Gradient Boosting, Banks
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